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COMMON "IN THE WILD" ATTACKS

* IT DESK: Security Alert Reported on Campus

* IT DESK: Campus Emergency Scare

* IT DESK: Security Concern on Campus Earlier

* Amazon: Billing Address Mismatch

* Password Review

* Urgent Security Event: Your ' '

* Wells Fargo: NZW device detgztcgélmt detalswerefoundonine
* Microsoft: Updates to our terms of use

* GasBuddy: Major car recall announced today

* CNN: Facebook-Cambridge Analytica Apology Tour

These attacks are effective in that they are using the tragic or alarming events
to get an immediate reaction from the target. Also, a single-stage phish is easier
to accomplish than multi-stagebecause it exploits an immediate psychological

‘knee jerk’ impulse.



